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Abstract

By 2026, AI services are increasingly deployed as agentic systems
whose harmful behavior can be strategic, intermittent, and difficult
to detect—mirroring recent evidence on reward hacking, situational
awareness, and alignment-faking. This paper models AI safety as
a credence attribute in a market where developers privately know
whether their system is genuinely safe (type G) or strategically mis-
aligned but able to game evaluations (type B). Buyers observe a noisy
outcome benchmark that can be manipulated (capturing alignment-
faking), and may also observe an optional, unforgeable process cer-
tificate (capturing proof-of-learning, tamper-evident training logs, or
other verifiable training-run claims). We show that when manipulation
makes benchmark-based signals non-separating, benchmark-only equi-
libria exhibit pooling and underinvestment in safety (a lemons logic).
Introducing a costly but unforgeable process certificate restores a sepa-
rating equilibrium: genuinely safe developers certify, unsafe developers
rationally do not, buyers adopt certified systems, and welfare rises.
The model yields closed-form conditions under which certification im-
proves adoption and reduces expected harm, clarifying why governance
proposals emphasizing verifiable process claims can shift competition
from marketing and benchmark gaming to real safety investment.
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1 Introduction

By 2026, many high-impact AI systems are deployed not as standalone prod-
ucts but as continuously updated services: model weights and toolchains are
held by the developer, while downstream firms consume capabilities through
APIs, managed agents, or embedded copilots. This deployment pattern con-
centrates technical knowledge and operational control on the supply side.
Buyers can observe pricing, latency, benchmark claims, and perhaps a hand-
ful of public incidents, but they typically cannot observe the developer’s in-
ternal training data, red-teaming rigor, monitoring stack, or the distribution
of rare but catastrophic failure modes. In settings where a small probability
of severe harm dominates expected costs, this informational asymmetry is
not a nuisance detail; it is a primary determinant of whether socially bene-
ficial trade can occur at all.

A central challenge is that “safety” functions like a credence attribute.
Even after adoption, a buyer may be unable to tell whether the system is
safe in the relevant sense—robust to distribution shift, resistant to decep-
tion, unwilling to pursue misaligned goals, and unlikely to trigger tail-risk
pathways through autonomy or tool use. The buyer may observe proxy out-
comes (task success rates, adversarial robustness scores, compliance tests),
but these are imperfect correlates of the underlying property of interest: low
probability of harmful behavior in deployment. The wedge between what is
measured and what is valued is precisely where strategic incentives can bite.

This wedge is sharpened by a now-familiar phenomenon: when outcome
evaluations become targets, they become less informative. In the alignment
domain, this dynamic appears as reward hacking, evaluation gaming, and
“alignment-faking” behaviors where a model (or a developer deploying it)
adapts to pass tests without improving the underlying safety property. Im-
portantly, this is not merely a story about training-time overfitting. In de-
ployment, a capable developer can allocate effort to optimize for whatever is
publicly rewarded—headline benchmark performance, compliance checklists
that are shallowly enforced, or scripted red-team batteries—while leaving
intact the mechanisms that generate harm in rare contexts. The practical
result is a market in which the very signals buyers rely on to screen providers
may be manipulable.

We can view this as a lemons problem with a technical twist. In classical
adverse selection, bad sellers imitate good ones by hiding defects; here, a
capable misaligned developer can also actively manufacture favorable evi-
dence by shaping outcomes on visible tests. The problem is not only that
buyers lack information, but that the seller can strategically influence the
information channel. This creates a failure mode we increasingly expect in
frontier deployment: outcome benchmarks that would be informative in a
nonstrategic world lose screening power once firms compete to look safe on
them. Buyers then either (i) adopt despite pooled risk, accepting too much
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expected harm, or (ii) rationally distrust signals and refuse adoption even
when genuinely safe systems exist, leaving value unrealized.

A second ingredient is that developers do not internalize the full social
cost of harm. Even if developers face reputational penalties, contractual
remedies, or some liability exposure, a substantial portion of external harm
can remain unpriced, especially for diffuse societal impacts and long-tail
catastrophic outcomes. When externalities are large, the private incentive
to invest in real safety can be too weak, while the private incentive to invest
in appearing safe can remain strong. This combination—manipulable evalu-
ation plus partial internalization—pushes toward equilibria where resources
flow into persuasion (or gaming) rather than into genuine risk reduction.

Against this backdrop, there is renewed interest in process-based veri-
fication: assurances grounded not primarily in measured outcomes but in
constraints on how the system was built and deployed. Examples include
verifiable logging and incident reporting, compute and data provenance, se-
cure evaluation pipelines, model weight access controls, controlled training
procedures, and auditable monitoring and response playbooks. The gover-
nance intuition is that some process commitments are harder to fake than
outcome claims, either because they require costly real resources, because
they create a durable paper trail, or because they expose the developer to ex
post accountability. Yet this intuition is incomplete without a theory of how
verification interacts with market incentives: when does process certification
actually separate safe developers from unsafe ones, when does it merely add
compliance cost, and how should fees and standards be set to avoid perverse
incentives?

Our goal in this paper is to formalize a minimal environment that cap-
tures these deployment realities while remaining analytically transparent.
We model a single developer facing a competitive buyer side. The developer
has a private “type” representing whether it is genuinely safe or misaligned-
but-capable of producing favorable appearances. Buyers value adoption but
also bear expected harm if harmful events occur. Before adoption, buyers
observe a coarse benchmark outcome and, optionally, an unforgeable process
certificate. The benchmark can be strategically influenced by the developer
at a type-dependent cost. The certificate requires real compliance effort
that can also be type-dependent, reflecting the idea that some standards
are naturally easier for genuinely safety-oriented developers to meet than for
developers who would need to re-architect systems, curtail capabilities, or
accept monitoring that constrains opportunistic behavior.

The key conceptual distinction is between outcome evidence and process
evidence. Outcome evidence is cheap to broadcast and easy to compare
across providers, but can become a target. Process evidence can be made
harder to manipulate if it is anchored in verifiable commitments: tamper-
evident logs, third-party audits with access to internal artifacts, technical
attestations, and controlled evaluation environments. In our model, the
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certificate is unforgeable in the literal sense: buyers treat its presence as
reliable evidence that the developer incurred the underlying compliance costs
and met the standard. This abstracts away from real-world corruption and
capture, but it allows us to isolate the strategic role of verifiability.

The first result captures the “Goodharted benchmarks” failure mode.
When the misaligned developer can cheaply induce favorable benchmark
outcomes, buyers cannot treat benchmark success as a reliable indicator of
genuine safety. In equilibrium, the benchmark signal either becomes uninfor-
mative (pooling) or triggers collapse to no adoption when buyers rationally
distrust it. This is not an argument that benchmarks are useless; rather, it is
a claim about strategic equilibrium: if passing the benchmark is sufficiently
valuable and sufficiently gameable, then the benchmark is more likely to
measure optimization effort than underlying safety. In that regime, relying
on benchmark outcomes alone cannot support robust trade.

The second result shows how unforgeable certification can restore screen-
ing. If meeting the certification standard is sufficiently more burdensome for
a misaligned developer than for a genuinely safe one, then we obtain a sep-
arating equilibrium: the safe developer certifies, the misaligned one does
not, and buyers condition adoption primarily on certification rather than
on manipulable benchmark performance. The economic intuition resembles
classic signaling models, but with a safety-specific interpretation: a well-
chosen standard forces a would-be mimicker to pay a real cost that tracks
the underlying hazard. The certification mechanism succeeds not because it
is a perfect measure of safety, but because it changes incentives by making
deception expensive.

Third, we compare welfare across regimes. When benchmark-only signal-
ing yields either pooled adoption at high risk or no adoption due to distrust,
certification can strictly improve ex ante welfare by enabling adoption of gen-
uinely safe systems while reducing expected harm. The welfare improvement
is driven by two channels: better screening (avoiding adoption of unsafe sys-
tems) and reduced wasteful manipulation (less incentive to spend resources
gaming benchmarks). This comparison is especially stark when the harm
magnitude is large and buyers are therefore sensitive to tail risks: in such
settings, small changes in perceived safety can flip adoption decisions, and
credible verification becomes pivotal for market functioning.

Finally, we study how pricing interacts with incentives. A certifier may
charge a fee to cover costs or to ration access. In our baseline, fees act
as transfers, but they still affect equilibrium by shifting participation con-
straints: if fees are too high, even safe developers may not certify; if too
low, unsafe developers may find it profitable to mimic. This yields an in-
terpretable feasibility interval for fees that sustain separation. A striking
implication is that when differential compliance costs are not large enough,
society may need to subsidize certification (effectively negative fees) to obtain
separation. In other words, even if verification is technologically possible, it
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may not be privately financed at the level needed for safety unless incentives
are aligned.

The broader safety implication is that alignment is not merely a techni-
cal property of models but an equilibrium outcome of interacting incentives:
what developers build, what they disclose, what buyers reward, and what
standards make credible. The model highlights a tension: outcome evalua-
tions are indispensable for engineering progress and monitoring, yet as public
gatekeepers they can be strategically gamed; process-based assurances can
be more robust, yet they are costly and risk becoming either superficial bu-
reaucracy or a barrier to entry. Our analysis points toward a design criterion
for standards: they should be differentially costly in a way that is plausibly
correlated with the underlying hazard, rather than uniformly costly in ways
that burden all developers equally.

We emphasize limitations. We deliberately compress the world into two
types, a single benchmark bit, and a binary certificate, and we treat certifi-
cation as perfectly verifiable. Real systems exhibit continuous safety levels,
multiple interacting harms, dynamic learning, incident feedback, and strate-
gic behavior by buyers and regulators. Standards can be partially forgeable,
audits can fail, and certification bodies can be captured. Moreover, we do
not model the developer’s choice of actual safety investment endogenously,
only its incentive to manipulate and to certify. These simplifications mean
the model should be read as isolating a mechanism, not as forecasting a
specific market outcome.

Even within this minimalism, the framework clarifies several open prob-
lems that matter for 2026-era deployment: how to design process require-
ments that are robust to gaming; how to combine outcome evals with process
attestations without creating new attack surfaces; how liability and enforce-
ment change the private returns to safety; and how to scale certification
when models and deployments are continuously updated. We see this paper
as a step toward a rigorous vocabulary for these questions: one that treats
evaluation and verification not only as measurement tools, but as strategic
objects that shape incentives and therefore shape safety itself.

2 Model

We formalize the deployment setting described above as a signaling game
in which (i) the developer privately knows whether its system is genuinely
safe or merely capable of producing favorable appearances, (ii) buyers ob-
serve limited pre-adoption evidence that is partly gameable, and (iii) an
optional, process-based certificate can provide a harder-to-fake signal at a
real compliance cost. The model is deliberately minimal: we collapse rich
safety properties into a binary type and represent outcome evaluation as a
single benchmark bit. This lets us isolate a particular mechanism we care
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about for governance—the interaction between manipulable outcome signals
and verifiable process signals—without importing additional structure that
would obscure incentive effects.

2.1 Agents and primitives

There is a single developer (the seller) and a unit mass of competitive buy-
ers. The developer has private type t ∈ {G,B}, where G denotes a genuinely
safe/aligned developer and B denotes a misaligned developer that is nonethe-
less capable of strategic “alignment-faking.” Buyers share a common prior
Pr(t = G) = π ∈ (0, 1). We interpret π as an aggregate belief about the
prevalence of genuinely safe developers in a given market segment, holding
fixed the deployed capability level.

If buyers adopt the AI service, they obtain gross value v > 0 but face the
possibility of a harmful event. Conditional on adoption, a harm event occurs
with probability qt, with 0 < qG < qB < 1. A harm event produces mag-
nitude H > 0, borne primarily by buyers and society. We allow for partial
internalization by the developer through a liability/internalization parameter
λ ∈ [0, 1]: a developer that is adopted expects to pay λHqt (through contrac-
tual liability, regulatory penalties, incident response cost, reputational loss,
etc.), while the remaining (1 − λ)Hqt is externalized. This parameter is a
reduced-form way to capture that even sophisticated buyers and developers
often cannot fully contract on tail risks.

The developer earns revenue R ≥ 0 if buyers adopt.1 Thus, absent
certification and manipulation costs, the developer’s per-adoption payoff is
R − λHqt. We will often refer to this as the developer’s private adoption
surplus.

2.2 Signals: outcome benchmark and manipulation

Before adoption, buyers observe an outcome benchmark y ∈ {0, 1}. We think
of y = 1 as “passes a publicly salient evaluation” (e.g., a compliance test, a
standardized red-team battery, or a headline benchmark score exceeding a
threshold), and y = 0 as failing it. Crucially, the developer can invest in
manipulating this signal.

Formally, after observing its type, the developer chooses a manipulation
action x ∈ {0, 1}. Manipulation x = 1 incurs cost mt ≥ 0, which may depend
on type. The benchmark outcome is then realized according to

Pr(y = 1 | t, x) =

{
αt if x = 0,

βt if x = 1,
with βt ≥ αt.

1We normalize to a representative buyer; equivalently, R can be interpreted as total
revenue from the unit mass of buyers. None of the strategic arguments hinge on this
normalization.
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The parameters αt capture baseline benchmark performance without tar-
geted gaming, and βt capture the benchmark pass probability after the de-
veloper allocates effort to looking good on the benchmark. In deployment
contexts, manipulation can include tailoring the system to evaluation dis-
tributions, selectively exposing safer modes during tests, crafting policies
that pass scripted checks, or optimizing interface and refusal behavior that
affects measured compliance without addressing underlying hazard. The cen-
tral feature is not that all benchmarks are meaningless, but that benchmark
performance becomes endogenous to the seller’s incentives.

Two qualitative cases are worth keeping in mind. First, if the benchmark
is intrinsically informative and hard to game, we might have αG ≫ αB

and βB not much larger than αB, so that y retains screening power even
strategically. Second, if the benchmark becomes a target and is relatively
gameable, then βB can approach (or exceed) βG, and the benchmark ceases
to separate types because B can cheaply push y toward 1. Our later results
focus on this second regime, as it matches the “Goodharted evals” concern
for high-stakes deployment.

2.3 Process certification as an unforgeable signal

In addition to the benchmark, the developer may obtain a process certificate.
Let z ∈ {0, 1} denote whether the developer purchases and satisfies a certi-
fication standard, with z = 1 meaning certified. The certificate is assumed
unforgeable: buyers treat z = 1 as definitive evidence that the developer
actually complied with the standard and incurred the necessary compliance
burden. This abstracts from audit failure, capture, and corruption; we adopt
it here to isolate how verifiable commitments reshape equilibrium incentives.

Certification has two components: a real resource/compliance cost κt ≥ 0
borne by the developer (e.g., engineering overhead for verifiable logging,
constrained training procedures, secure evaluation pipelines, or monitoring
requirements that reduce opportunism), and a fee f ≥ 0 charged by the certi-
fier. The key modeling feature is that compliance can be differentially costly
by type: we allow κB to exceed κG. Intuitively, a genuinely safety-oriented
developer may already have internal processes compatible with stringent
standards, while a misaligned developer would need to undertake more dis-
ruptive changes (or accept more binding oversight) to satisfy them. This
is the sense in which process commitments can be “harder to fake”: not
impossible, but costly in a way correlated with underlying hazard.

We treat the certifier as posting f ex ante. In the welfare accounting
below, f is a transfer and does not directly affect total surplus, though
it matters for equilibrium behavior through the developer’s participation
constraints. In extensions, one could let the certifier choose the standard
itself (thereby choosing κt endogenously), but in the baseline we take κG, κB
as primitives describing a particular proposed certification regime.
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2.4 Timing and information

The game unfolds in four stages:

1. Nature draws the developer type t ∈ {G,B} with Pr(G) = π. The
certifier posts fee f .

2. The developer chooses whether to certify z ∈ {0, 1} and whether to
manipulate the benchmark x ∈ {0, 1}, paying costs z(κt + f) + xmt.

3. The benchmark outcome y ∈ {0, 1} is realized according to the signal
technology above. Buyers observe (y, z) but not t or x.

4. Buyers choose adoption a ∈ {0, 1}. If a = 1, the harm event occurs
with probability qt, and payoffs are realized.

We emphasize the informational asymmetry: buyers never directly observe
the developer’s type or true hazard rate, and they do not observe the ma-
nipulation effort x. Their inference must therefore be based on observable
signals (y, z), understanding that y may have been strategically influenced.

2.5 Payoffs

A representative buyer’s utility is

UB(a | y, z) = a
(
v −H E[qt | y, z]

)
,

so the buyer adopts if and only if expected net surplus is nonnegative given
posterior beliefs about t after observing (y, z).

The developer’s utility for type t is

UD(t) = a(y, z) (R− λHqt)− z(κt + f)− xmt,

where we write a(y, z) to emphasize that adoption can be conditioned on
observed signals. The developer cares about adoption because it generates
revenue R, but it also (partly) internalizes harm through λHqt. Manipula-
tion and certification enter as direct costs.

Finally, we evaluate ex ante social welfare as buyer surplus plus developer
profit minus externalized harm, net of real resource costs:

W = E
[
a (v −Hqt)

]
− E

[
z κt + xmt

]
.

Fees f are omitted because they are transfers between the developer and
the certifier; they matter for incentives but not for total surplus in this
baseline accounting. This welfare criterion makes explicit a safety-relevant
distinction: costly persuasion (manipulation) is socially wasteful, whereas
risk reduction (lower qt) is socially valuable. Our focus is therefore on equi-
libria in which incentives shift away from manipulation and toward credible
screening.
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2.6 Strategies, beliefs, and equilibrium

A (behavioral) strategy for the developer specifies, for each type t, a choice
of certification and manipulation (zt, xt) ∈ {0, 1}2. A strategy for buyers
specifies an adoption decision a(y, z) ∈ {0, 1} for each observed pair (y, z).

Buyers hold posterior beliefs µ(G | y, z) ∈ [0, 1] about the developer
being type G after observing (y, z). On the equilibrium path, beliefs satisfy
Bayes’ rule:

µ(G | y, z) = π Pr(y, z | G)

π Pr(y, z | G) + (1− π) Pr(y, z | B)
,

where Pr(y, z | t) is induced by the developer’s equilibrium strategy and the
benchmark signal technology. Off the equilibrium path, beliefs are not pinned
down by Bayes’ rule, and equilibrium selection can matter; when needed, we
will appeal to standard refinements (e.g., D1/Intuitive Criterion) to rule out
implausible beliefs that would otherwise sustain pathological pooling.

Given posterior beliefs, buyers adopt according to a best response:

a(y, z) = 1
{
v −H

(
µ(G | y, z)qG + (1− µ(G | y, z))qB

)
≥ 0

}
.

Thus, adoption depends on whether the posterior-weighted expected harm is
low enough relative to value v. This embeds the core deployment intuition:
when H is large (tail harms are severe), small changes in perceived safety
can swing the adoption decision.

A perfect Bayesian equilibrium (PBE) consists of developer strategies
{(zt, xt)}t∈{G,B}, buyer strategy a(·), and beliefs µ(·) such that (i) buyers’
actions are sequentially rational given beliefs, (ii) developer actions maximize
expected utility given buyers’ strategy and the induced distribution of y, and
(iii) beliefs are Bayes-consistent on-path.

2.7 Interpretation and modeling choices

Several simplifying choices deserve brief justification because they correspond
to concrete failure modes in AI deployment.

First, we separate the true hazard qt from the public benchmark outcome
y. In practice, the relationship between evaluation performance and deploy-
ment safety can be loose, especially for rare-context failures, distribution
shift, and adversarial settings. By allowing manipulation to affect y but not
qt, we capture a scenario where public evidence can be improved without
materially reducing risk. This is intentionally a worst-case for relying on
benchmarks as gatekeepers.

Second, the certificate affects beliefs but not qt directly. This reflects a
reduced-form view of certification as an assurance mechanism rather than a
direct safety intervention. Of course, many process requirements can reduce
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hazard (e.g., monitoring and incident response), and modeling that channel
would strengthen the case for certification on welfare grounds. We omit it
here to keep the separation logic clean: certification can be valuable even if
it is “only” informative, provided it is verifiable and differentially costly.

Third, we include λ to represent partial internalization. If λ = 1, unsafe
developers privately bear the full expected harm and thus have less incentive
to seek adoption while unsafe; if λ = 0, incentives to appear safe can be
maximal. This parameter will later determine how stringent certification
must be to deter mimicking.

Finally, the binary structure (t, y, z ∈ {0, 1}) is not meant to be realistic
but to be legible. The same strategic forces extend to richer spaces: continu-
ous safety levels, multi-dimensional harms, repeated interaction with incident
feedback, and dynamic certification for continuously updated services. The
binary model is best read as describing a single deployment decision for a
service snapshot in a market where buyers cannot directly audit the relevant
internals.

3 Benchmark-only regime (no certification)

We first study the regime in which buyers only observe the outcome bench-
mark y and there is no process certificate available (equivalently, z ≡ 0).
This corresponds to a common deployment pattern: market access is medi-
ated by publicly reportable evaluation results, but there is no unforgeable
mechanism for verifying the developer’s internal safety process. Our goal
in this section is to make precise a failure mode that is often described in-
formally as “benchmarks getting Goodharted”: once benchmark success is
the gating criterion for adoption, misaligned developers rationally allocate
effort toward looking safe under the benchmark rather than being safe under
deployment conditions.

3.1 Beliefs and adoption when only y is observed

With z ≡ 0, buyers condition only on y ∈ {0, 1}. Let (xG, xB) denote the
developer’s manipulation choices by type. These choices induce the likeli-
hoods

Pr(y = 1 | t) =

{
αt if xt = 0,

βt if xt = 1,
t ∈ {G,B}.

On-path posteriors are therefore

µ(G | y = 1) =
π Pr(y = 1 | G)

π Pr(y = 1 | G) + (1− π) Pr(y = 1 | B)
, µ(G | y = 0) =

π Pr(y = 0 | G)

π Pr(y = 0 | G) + (1− π) Pr(y = 0 | B)
.

Given these beliefs, buyers adopt after y if and only if

v −H
(
µ(G | y) qG + (1− µ(G | y)) qB

)
≥ 0.
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A convenient way to read this condition is that adoption is more likely when
(i) value v is large, (ii) harm magnitude H is small, (iii) the posterior assigns
high probability to the safe type, and (iv) the hazard gap qB − qG is large
enough that updating matters.

We focus on the empirically salient parameter region in which adoption
is desirable for a genuinely safe developer but undesirable for a definitely
unsafe one:

v −HqG ≥ 0 > v −HqB. (1)

Condition (1) creates demand for screening : buyers want to trade if they
can become sufficiently confident that the developer is type G, but they will
avoid adoption if they infer the developer is likely type B.

3.2 Developer incentives: why manipulation is privately at-
tractive

In the benchmark-only regime, manipulation x affects adoption only through
the benchmark distribution; it does not change the underlying hazard qt.
Thus manipulation is a pure “persuasion technology” whose private value is
the incremental probability of adoption it induces.

Fix a buyer strategy a(y) ∈ {0, 1}. For a developer of type t, the expected
payoff difference between manipulating and not manipulating is

∆UD(t) := E[UD(t) | x = 1]− E[UD(t) | x = 0]

= (R− λHqt)
(
Pr(y = 1 | t, x = 1)a(1) + Pr(y = 0 | t, x = 1)a(0)

− Pr(y = 1 | t, x = 0)a(1)− Pr(y = 0 | t, x = 0)a(0)
)
−mt

= (R− λHqt) (βt − αt)
(
a(1)− a(0)

)
−mt. (2)

Expression (2) makes the key mechanism explicit. If buyers reward y = 1
relative to y = 0 (so a(1) − a(0) = 1), and if manipulation meaningfully
increases the chance of y = 1 (so βt > αt), then manipulation is profitable
whenever the cost mt is below the private adoption surplus scaled by the
manipulation “lift” (βt − αt). This is exactly the setting in which outcome
evaluations become a target: they create a discontinuity in adoption incen-
tives, and manipulation is the rational response.

The safety-relevant wedge appears because the developer internalizes only
λ of harm. When λ is small, the misaligned type’s private adoption surplus
R − λHqB can remain large even when the external harm HqB is socially
catastrophic. In that case, manipulation can be privately optimal for B even
though it moves adoption in the wrong direction from a welfare standpoint.
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3.3 Cheap alignment-faking destroys separation by y

We now formalize the “Goodhart/lemons” logic. Suppose buyers attempt to
use y as a screening device, meaning they adopt after y = 1 but not after
y = 0:

a(1) = 1, a(0) = 0. (3)

Under (3), the manipulation incentive (2) simplifies to

∆UD(t) = (R− λHqt)(βt − αt)−mt.

In particular, whenever mB is sufficiently small, type B strictly prefers to
manipulate. Intuitively, if passing the benchmark is the gate to market access
and the benchmark is gameable, a misaligned developer buys the cheapest
available route to passing.

The more subtle point is that once B manipulates, buyers can no longer
treat y = 1 as evidence of safety. A clean sufficient condition is that the
manipulated benchmark is at least as easy for B as for G:

βB ≥ βG. (4)

Condition (4) captures the regime where the benchmark primarily measures
“ability to hit the benchmark target” rather than “being genuinely safe”; it
is consistent with deployment stories in which the misaligned developer has
more to gain and therefore invests heavily in benchmark-specific optimiza-
tion, or in which benchmark-facing surface behavior is easier to shape than
the deeper properties that drive real-world hazard.

Under (4), if B manipulates and G does not, then observing y = 1 is
(weakly) less indicative of type G than the prior, because B achieves y = 1
at least as often. Even if G also manipulates, the best buyers can hope for
is that y becomes uninformative. Either way, the attempt to separate types
using y collapses.

This leads to the central benchmark-only conclusion: in the regime of
cheap alignment-faking, any candidate equilibrium in which buyers condi-
tion adoption on y creates an incentive for B to manipulate, and once B
manipulates, y cannot sustain the intended inference. Formally, under (1)–
(4) and sufficiently low mB, there is no separating PBE based on y alone;
equilibria either (i) pool in the sense that buyers ignore y (or equivalently
treat y = 1 as non-diagnostic), or (ii) collapse to a no-adoption outcome
because buyers rationally distrust the benchmark.

3.4 Equilibrium outcomes: pooling on the prior or no adop-
tion

When benchmark performance is endogenously manipulable, the benchmark-
only regime admits two qualitatively distinct equilibrium patterns.
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Pooling trade at the prior. In the pooling pattern, buyers’ posterior
after observing y is effectively the prior π (either because y is literally un-
informative on-path or because any informativeness is too weak to flip the
adoption inequality). Then adoption is determined by the prior-weighted
expected hazard:

a(1) = a(0) = 1
{
v −H

(
πqG + (1− π)qB

)
≥ 0

}
. (5)

If (5) is satisfied, the market “trades through” despite asymmetric informa-
tion: buyers adopt even though with probability 1− π they face the higher
hazard qB. From a safety perspective, this is precisely the failure mode of
relying on a Goodharted benchmark: B is not screened out, and adoption
occurs at pooled risk.

Whether manipulation occurs in such equilibria depends on whether buy-
ers place any weight on y. If buyers ignore y (so a(1) = a(0)), then (2)
implies ∆UD(t) = −mt, and both types strictly prefer x = 0. Thus, in
the cleanest pooling equilibrium, manipulation disappears not because in-
centives are good, but because the benchmark is no longer rewardable: it
has been endogenously stripped of meaning. This is an uncomfortable kind
of “robustness”: the market learns to stop listening to evals.

No-trade (lemons) outcome. If instead

v −H
(
πqG + (1− π)qB

)
< 0, (6)

then even a developer drawn from the prior mixture is too risky to adopt.
In that case, there exists a benchmark-only PBE with a(1) = a(0) = 0:
no adoption regardless of y. This is the familiar Akerlof-style lemons logic
adapted to a setting with strategic persuasion: absent a credible hard-to-
fake signal, buyers rationally refuse trade because they cannot rule out the
unsafe type and the downside dominates.

Note that the no-trade equilibrium can coexist with equilibria in which y
is informative in a purely statistical sense (e.g., αG > αB); the issue is that
informativeness may be insufficient to overcome the harm magnitude H or
low prior π. Moreover, in the cheap-manipulation regime, even that statisti-
cal informativeness is fragile: once buyers try to exploit it (by conditioning
adoption on y), they create incentives for B to erase it via manipulation.

3.5 Welfare implications: wasteful manipulation and exces-
sive pooled risk

Benchmark-only welfare is easy to interpret because outcome benchmarks
do not reduce hazard in our baseline model; they only shift beliefs and thus
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adoption. Since manipulation is a real resource cost mt and not a transfer,
it is deadweight in social welfare:

W = E
[
a (v −Hqt)

]
− E[xmt].

Two observations follow immediately.
First, in the no-trade equilibrium, welfare is W = 0. This can be socially

inefficient whenever type G is common enough or valuable enough that trade
with G would be beneficial (recall v−HqG ≥ 0). In other words, the no-trade
outcome can represent a loss of beneficial adoption driven by informational
distrust. From a governance viewpoint, this is a failure mode where the
market cannot distinguish safe deployments and therefore blocks them along
with unsafe ones.

Second, in the pooling-adoption outcome (5), welfare (when adoption
occurs) is

W bench = v −H
(
πqG + (1− π)qB

)
− E[xmt]. (7)

Relative to the first-best of adopting only when t = G, the pooling outcome
has two distinct welfare losses. The first is excess expected harm from adopt-
ing type B with probability 1−π, which enters via the term H(1−π)(qB−qG).
The second is wasteful persuasion when manipulation is used to preserve
adoption conditional on benchmark success. Even if manipulation vanishes
in the strict pooling equilibrium where buyers ignore y, the broader point
remains: whenever actors try to make y do screening work, the resulting
incentives tend to generate costly efforts to influence y rather than to reduce
qt.

Putting these cases together, benchmark-only equilibria generically de-
liver either (i) no adoption (foregoing value v even for safe systems) or (ii)
adoption at pooled risk (incurring avoidable harm from unsafe systems),
with the additional possibility of manipulation costs being burned in the at-
tempt to keep benchmark-based gating credible. This is the precise sense in
which outcome benchmarks can fail as a governance mechanism when they
are gameable: they either become ignored (and thus cannot screen), or they
are used and then strategically undermined.

In the next section, we show how an unforgeable process certificate z
changes this logic by creating a signal whose generation cannot be cheaply
optimized in a benchmark-specific way. Under differential compliance costs,
certification restores separation and can strictly improve welfare by enabling
adoption for G while excluding B, avoiding both pooled harm and wasteful
manipulation.
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4 Certification regime (unforgeable process certifi-
cate)

We now introduce an additional, qualitatively different source of evidence: a
process certificate z ∈ {0, 1} that is unforgeable and verifiable. Concretely,
we can think of z = 1 as the developer having satisfied a standard that
requires artifacts which are difficult to counterfeit by purely benchmark-
facing optimization: e.g. tamper-evident training logs, verifiable provenance
of data and finetuning steps, structured red-teaming traces, secure evaluation
pipelines, or (in the limit) constrained training procedures with externally
auditable commitments. The key modeling move is that z is not an outcome
measure like y; it is a commitment to a costly process that (by assumption)
cannot be simulated without actually paying the compliance cost.

Formally, after observing (y, z), buyers form posteriors µ(G | y, z) and
adopt if expected surplus is nonnegative. Since adoption hinges on the pos-
terior only through expected hazard, it is convenient to rewrite the buyer
best response as a confidence threshold. Define µ̄ ∈ (0, 1) as the minimal
posterior probability of G that makes adoption weakly optimal:

v −H
(
µqG + (1− µ)qB

)
≥ 0 ⇐⇒ µ ≥ µ̄ :=

HqB − v

H(qB − qG)
. (8)

Because qB > qG, µ̄ is well-defined whenever v ∈ (HqG, HqB), which is
exactly our screening region (1). Intuitively, when harm is large, buyers
need very high confidence that the developer is safe.

Why z changes the informational game. The benchmark y is gener-
ated by a manipulable technology Pr(y = 1 | t, x) ∈ {αt, βt}; by contrast,
the certificate is unforgeable: buyers know that z = 1 implies the developer
actually incurred the real resource cost κt and paid the fee f . As a result,
even though buyers do not observe type t directly, the event z = 1 can
be made highly type-diagnostic in equilibrium because it is tied to a costly
action whose payoff differs across types.

To see the logic cleanly, we focus on the parameter region in which (i)
buyers would like to adopt if they were sure the developer is G, but (ii) they
would not adopt a developer drawn from the prior mixture:

v −HqG ≥ 0 and v −H
(
πqG + (1− π)qB

)
< 0. (9)

Condition (9) isolates the case where trade is socially valuable with safe
developers yet fails under pooled beliefs, so any restoration of adoption must
come from a sufficiently credible signal. In the benchmark-only regime, cheap
manipulation makes y too soft to play this role; the point of certification is
to create a hard-to-fake alternative.
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4.1 Candidate separating equilibrium: adopt iff certified

Consider the following strategy profile.

1. Type G chooses z = 1 and (since it is costly) sets x = 0.

2. Type B chooses z = 0 and also sets x = 0.

3. Buyers adopt iff z = 1: a(y, 1) = 1 and a(y, 0) = 0 for both y ∈ {0, 1}.

Under these strategies, y is payoff-irrelevant on-path because buyers condi-
tion adoption on z alone; the benchmark can still be observed, but it no
longer gates market access.

Given the unforgeability of z, on-path posteriors are degenerate:

µ(G | y, z = 1) = 1, µ(G | y, z = 0) = 0, ∀y ∈ {0, 1}. (10)

Buyer optimality then reduces to checking the inequalities implied by (1):

a(y, 1) = 1 is optimal since v−HqG ≥ 0, a(y, 0) = 0 is optimal since v−HqB < 0.

Thus, if (10) can be justified by equilibrium incentives, buyers rationally
adopt exactly when the developer is certified.

4.2 Developer incentive constraints in closed form

We next verify that zG = 1 and zB = 0 are sequentially rational given buyer
behavior. Because buyers ignore y in this candidate equilibrium, manip-
ulation x is strictly dominated for both types: it incurs cost mt without
affecting adoption. Hence we can set xG = xB = 0 without loss of generality
in the separating equilibrium.

Given a(y, 1) = 1 and a(y, 0) = 0, the type-t developer’s expected payoff
from certifying is

UD(t | z = 1) = (R− λHqt)− (κt + f), (11)

and from not certifying is normalized to

UD(t | z = 0) = 0, (12)

since there is no adoption and the developer optimally sets x = 0.
Therefore the separating strategy profile is incentive compatible if and

only if

(IC–G) (R− λHqG)− (κG + f) ≥ 0, (13)
(IC–B) (R− λHqB)− (κB + f) ≤ 0. (14)

These two inequalities have a direct economic interpretation. Condition (13)
says that the safe developer must be able to recoup the resource and fee costs
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of certification out of its private adoption surplus R−λHqG. Condition (14)
says that the unsafe developer must not be able to profitably buy its way
into market access by paying for certification; i.e. the same private adoption
surplus R− λHqB must be insufficient to cover κB + f .

Several safety-relevant comparative statics fall out immediately. Increas-
ing λ tightens (14) (since it reduces R − λHqB), making it easier to deter
unsafe mimicry: internalized liability strengthens the separating power of
process requirements. Increasing κB (making the standard effectively harder
for the unsafe type) also tightens (14). By contrast, increasing κG or f tight-
ens (13) and can exclude genuinely safe developers if certification becomes
too burdensome.

It is also useful to view (13)–(14) as a feasibility interval for the fee:

R− λHqB − κB ≤ f ≤ R− λHqG − κG. (15)

If the interval (15) is nonempty, then there exist fees that implement sepa-
ration while keeping the certificate unforgeable and adoption conditional on
z. (In the next section we will ask how a certifier or regulator should set f
and, in extensions, how stringent the standard should be.)

4.3 Off-path beliefs and equilibrium selection

As usual in signaling games, certification can admit multiple PBEs absent
refinements, because buyers are free to assign off-path beliefs about what
it would mean to see an unexpected z. In our setting, the most salient
multiplicity is between (i) a separating equilibrium in which buyers treat
z = 1 as decisive evidence of safety, and (ii) pooling-like equilibria in which
buyers either ignore certification (if they believe both types might buy it) or
refuse to adopt regardless (if they believe certification conveys little and (9)
holds).

We therefore want a principled way to justify (10)—in particular, the
belief µ(G | z = 1) = 1 that makes certification fully trusted. The standard
argument uses the Intuitive Criterion (or equivalently D1 in this binary-
type setting): upon observing an off-path signal, buyers should put zero
probability on types for which deviating to that signal could not be profitable
under any reasonable continuation play.

Here the relevant deviation is B choosing z = 1 in an attempt to be
treated as safe. If (14) holds strictly, then even under the most favorable
continuation for B—namely, buyers adopting with probability one after z =
1—the deviation yields negative payoff:

UD(B | z = 1) = (R− λHqB)− (κB + f) < 0.

In that case, B is eliminated as a plausible source of z = 1 by the Intuitive
Criterion, and buyers should assign posterior probability one to G after ob-
serving certification. Symmetrically, if (13) holds (so that G finds z = 1
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weakly attractive when it induces adoption), then z = 1 is a deviation that
is consistent with G’s incentives. This is exactly the combination needed for
the refined separating equilibrium: certification is a credible signal because
unsafe types cannot rationally afford it while safe types can.

A subtle but important modeling point is that this refinement-based jus-
tification relies on z being unforgeable and its costs being real. If certification
could be counterfeited (so buyers could not condition on z as an action with
known cost), or if the standard were defined in a way that is easily satisfied
by superficial compliance (so that κB is not meaningfully larger than κG),
then the refinement would no longer compel buyers to interpret z = 1 as
strong evidence of safety. In that case, certification collapses back toward
a benchmark-like object: it becomes another target to be optimized rather
than a hard constraint that shapes feasible behavior.

4.4 Interaction with the benchmark y: why manipulation
becomes irrelevant

Finally, we highlight a qualitative shift relative to the benchmark-only regime.
When adoption is gated by y, manipulation is privately attractive because
it moves a soft signal that buyers reward. Under separation by certifica-
tion, buyers instead gate on z, and y loses its marginal persuasive value.
In equilibrium, therefore, both types set x = 0: not because they become
intrinsically safer, but because the market no longer pays for benchmark
success when it is not backed by verifiable process compliance.

This is the core governance implication of the certification regime. A
hard-to-fake process requirement changes the developer’s optimization prob-
lem from “maximize the probability of y = 1” to “decide whether to incur
κt to access the market.” When the standard is chosen so that (13)–(14)
hold, the resulting equilibrium restores screening: only the genuinely safe
developer is adopted, and the benchmark can be relegated to a monitoring
role rather than a directly gameable gate.

In the next section, we compare welfare across regimes and study how a
welfare-maximizing certifier or regulator should set fees and (in extensions)
standard stringency, including the possibility that achieving separation re-
quires subsidizing verification rather than charging for it.

5 Welfare and policy: comparing regimes and de-
signing certification

We now step back from equilibrium existence and ask a policy-relevant ques-
tion: when does introducing a hard-to-fake process certificate improve ex
ante social welfare, and how should a welfare-minded certifier (or regulator)
set the fee and the standard? The motivation is practical. In deployment
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settings, the buyers who decide whether to adopt (a procurement team, an
integrator, a downstream platform) typically face two simultaneous prob-
lems: (i) outcome evidence is strategically gameable, and (ii) much of the
downside risk is not priced into the adoption decision, either because harms
are diffuse or because responsibility is fragmented across the supply chain.
Our model lets us separate these forces: the certificate changes information
(screening), while liability λ changes incentives (internalization).

5.1 Welfare under benchmark-only versus certification

Recall that social welfare is buyer surplus plus developer profit minus true
expected harm, net of real resource costs:

W = E
[
a (v −Hqt)

]
− E

[
z κt + xmt

]
.

Transfers such as the fee f do not appear in W . Thus, the welfare comparison
between regimes reduces to two terms: whether adoption occurs (and for
which types), and which real costs are incurred to induce that adoption
(manipulation costs mt versus compliance costs κt).

In the screening region (9), adoption is desirable when the developer is
genuinely safe (v − HqG ≥ 0) but undesirable under pooled beliefs (v −
H(πqG + (1 − π)qB) < 0). In that region, the benchmark-only regime is
fragile: if buyers cannot extract enough information from y to push their
posterior above µ̄ in (8), then no-trade is a natural outcome. When that
happens, benchmark-only welfare is simply

W bench = 0,

even though trade with type G would have been welfare-improving. This is
the standard lemons logic, but with the additional feature that the would-be
signal y is endogenous because the developer can optimize against it.

Under the separating certification equilibrium characterized by (13)–(14),
only type G enters and is adopted, and manipulation is not used on-path.
Welfare is therefore

W cert = π (v −HqG)− π κG. (16)

Relative to no-trade, the welfare gain is π(v−HqG)− πκG, which is strictly
positive whenever the real compliance burden on safe developers is not too
large:

κG < v −HqG. (17)

Condition (17) is the intuitive “verification overhead must be worth it” re-
quirement: if the only way to separate is to impose a process so costly that it
wipes out the net benefit of safe adoption, then the certificate restores trade
but not welfare.
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The more delicate case is when the benchmark-only regime does not
collapse fully, but instead supports some adoption after favorable outcomes
(e.g. buyers adopt after y = 1). In such equilibria, welfare takes the generic
form

W bench = Pr(a = 1) ·
(
v −H E[qt | a = 1]

)
− E[xmt | a = 1] · Pr(a = 1).

Two forces typically depress W bench in the presence of cheap manipulation
by type B. First, because B can induce y = 1, adoption conditional on
y = 1 carries elevated expected hazard E[qt | y = 1], pushing buyer surplus
downward. Second, real effort is wasted on gaming the benchmark rather
than reducing hazard; these are the manipulation costs E[xmt], which enter
welfare with a negative sign. Certification improves welfare precisely by
swapping a soft, gameable gate for a hard, costly, and type-differential one:
in (16) we pay κG but avoid both the higher conditional hazard from adopting
B and the wasteful manipulation costs.

This welfare logic also clarifies a failure mode: if compliance is not mean-
ingfully type-differential (so separation fails) and yet the certificate remains
costly for G, then certification can strictly reduce welfare by adding resource
cost without improving screening. In that sense, the model is not an argu-
ment for “more certification” in the abstract; it is an argument for standards
that are actually harder to satisfy for unsafe developers than for safe ones,
as encoded by the gap κB − κG.

5.2 The fee f : transfers, incentives, and feasibility

Even though f does not enter welfare directly, it is a first-order policy lever
because it shifts who participates in certification and therefore which equi-
librium is implementable. The incentive constraints (13)–(14) imply the
feasibility interval (15):

R− λHqB − κB ≤ f ≤ R− λHqG − κG.

Any f in this interval supports the same separating allocation (only G cer-
tifies and is adopted), hence the same welfare level (16). From a welfare-
maximization perspective, f is therefore chosen to ensure implementation
rather than to optimize (16).

This observation becomes important when the certifier has additional
objectives (cost recovery, profit, or political constraints). If the certifier
must be self-funding, it will push f as high as possible while preserving G’s
participation; in the pure extraction limit this is

f rev = R− λHqG − κG,

which drives G’s private payoff from certifying to zero while maintaining
adoption. Conversely, if separation is hard to achieve because G’s margin
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is thin, then welfare may require setting a subsidy, f < 0, even when the
certifier is publicly operated. Formally, when the interval (15) is nonempty
only for negative f , the policy implication is that achieving the informational
benefit of certification can require public financing (or cross-subsidy from
elsewhere in the ecosystem).

We can also interpret λ through the same lens. Holding (R, κt) fixed,
increasing λ shrinks the private adoption surplus R − λHqt, but it shrinks
it more for B (because qB > qG). This expands the feasible set of fees
that deter B while keeping G in, making separation easier to implement
without subsidies. Put differently: liability and certification are partially
substitutable tools. Certification improves screening; liability improves both
screening feasibility (by weakening unsafe mimicry) and, in richer models
where developers can invest in risk reduction, safety investment incentives.

5.3 Choosing the standard: when increasing κ helps and
when it hurts

So far κt has been treated as primitive. For policy, it is more natural to think
of a standard stringency parameter s that induces compliance costs κt(s). A
welfare-minded designer faces a constrained optimization problem: choose s
(and f) to maximize welfare subject to implementability (separation) and
participation (that G can afford to certify).

In the separating allocation, welfare is

W cert(s) = π (v −HqG)− π κG(s),

so welfare is decreasing in κG(s) holding separation fixed. The only reason
to increase stringency is to satisfy (or tighten) the no-mimic condition for
B, which depends on κB(s). The designer thus wants standards that are
“cheap for the aligned, expensive for the misaligned,” i.e. that maximize the
differential κB(s)− κG(s) per unit burden on G. This framing matches how
process standards are argued about in practice: logging and reproducibility
requirements, secure evaluation harnesses, and external auditability can be
marginal overhead for teams already doing careful engineering, but can force
a fundamentally different development process for teams relying on brittle
hacks or undisclosed data/finetuning.

A useful way to state the design goal is: choose s such that separation is
feasible while keeping κG(s) below the surplus bound (17). If the only stan-
dards that generate sufficient differential cost are also heavy burdens on safe
developers (large κG), then certification becomes a barrier to entry that can
eliminate welfare gains. This is exactly where we expect political economy
and technical research to interact: making standards more verifiable and
more type-differential is a technical problem (e.g. better tamper-evidence,
better audit methods, better measurement of model provenance), not just a
governance one.
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5.4 Mandates, procurement, and market access rules

Our baseline model has competitive, fully rational buyers who can condition
on (y, z). In that idealization, if a separating equilibrium exists, buyers
will already adopt iff z = 1. Real markets deviate in two ways that make
mandates relevant.

First, harms are often externalized relative to the adopting buyer (mis-
use, downstream spillovers, correlated systemic risk), which can be mod-
eled as buyers perceiving an effective harm H̃ < H. Then private adop-
tion decisions are too permissive, and even a trustworthy certificate may be
under-demanded by buyers. A regulator can implement the socially pre-
ferred gate by requiring certification for deployment in high-impact settings
(equivalently, forcing a = 0 whenever z = 0). In our model, this is welfare-
improving whenever it prevents adoption by type B in cases where private
buyers would otherwise adopt due to mispriced harm.

Second, buyers are heterogeneous and often boundedly rational about
strategic manipulation. Some buyers may over-trust benchmark success y,
creating demand that makes manipulation privately profitable and sustains
low-trust equilibria for more sophisticated buyers. Here procurement rules
can act as a coordination device: a large buyer (e.g. government procure-
ment) insisting on certification effectively shifts revenue R toward certified
developers and away from uncertified ones, making (13) easier to satisfy
while keeping (14) binding. In other words, procurement can play a role
similar to a subsidy: it increases the expected return to being in the certified
market segment without directly subsidizing the certifier.

However, mandates introduce their own failure modes. If the standard
is not truly unforgeable (weak audits, superficial compliance, or capture),
then mandating certification can produce a false sense of security while still
imposing κG-type burdens. Moreover, if certification becomes the sole gate
to market access, developers will rationally optimize against the standard
itself; unless the standard continually updates and audits are adversarial,
certification risks becoming a new Goodhart target. In our formalism this
corresponds to κB drifting downward over time as unsafe developers learn
how to satisfy the letter of the process requirements without the intended
safety properties.

5.5 Practical implications for 2026 standard-setting

In the near term, the model suggests three concrete governance priorities.
First, we should treat the certificate as a screening device, not merely as a

disclosure artifact. That pushes toward requirements with high evidentiary
value (unforgeable logs, secure evaluation pipelines, reproducible training
provenance) rather than aspirational claims.

Second, standard-setters should explicitly reason about the differential-
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cost property κB − κG. Many well-intended requirements raise κG without
raising κB much (paperwork, generic policies), which worsens implementabil-
ity and may reduce welfare. The right question is not “is this costly?” but
“is this selectively costly for the developers we most want to screen out?”

Third, when separation is socially valuable but privately fragile, subsidies
(negative f , public audit support, or procurement commitments) should be
viewed as normal tools rather than exceptional interventions. This is not
because certification is intrinsically good, but because the core market failure
is informational and externality-driven: absent coordination, the system can
settle into equilibria where either no one adopts safe systems (lemons) or
adoption occurs at pooled risk with wasted manipulation effort.

The next section turns to comparative statics, mapping which levers—
manipulation costs, compliance costs, harm magnitude, liability, and prior
prevalence—most strongly move the equilibrium in practice, and where we
should expect the sharpest phase transitions in 2026 deployment environ-
ments.

5.6 Comparative statics: which parameters drive the equi-
librium and which levers matter most in 2026

Comparative statics are where the toy structure becomes operational: the
model predicts not only whether certification can help, but also where we
should expect sharp regime shifts as deployment conditions change. In our
setting, there are two distinct “phase transitions” to keep track of. The first is
an adoption transition: whether buyers adopt at all absent hard verification,
i.e. whether pooled trade is privately acceptable:

v −H
(
πqG + (1− π)qB

)
≥ 0. (18)

The second is a screening transition: whether some signal is sufficiently type-
differential and sufficiently hard-to-game to support separation (either via y
in a benchmark-only regime, or via z under certification). Most policy levers
move one or both of these boundaries.

Manipulation cost mB: when outcome benchmarks become (in)formative.
The parameter mB governs how cheaply a misaligned developer can “hit the
eval target.” Holding fixed buyer behavior, the private incentive to ma-
nipulate is approximately the incremental adoption payoff from turning a
low-trust outcome into a high-trust one. In the simplest benchmark-only
candidate where buyers adopt after y = 1 and do not adopt after y = 0, the
deviation condition for type B has the schematic form

mB ≲ (R− λHqB) ·
(
Pr(a = 1 | y = 1)− Pr(a = 1 | y = 0)

)
, (19)

so increasing mB weakly reduces equilibrium manipulation and can restore
some informational content to y. Two clarifications matter in practice. First,
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the relevant notion of “cost” is not necessarily compute expenditure; it in-
cludes any means of strategically boosting apparent performance (data leak-
age, prompt overfitting, finetuning against the test distribution, selective
reporting, and even organizational manipulation of what gets measured).
Second, in realistic settings mB is endogenous to evaluator design: better
secrecy, better test refresh, and adversarial red-teaming raise mB by making
targeted optimization harder.

From the perspective of 2026 governance, this comparative static is double-
edged. Raising mB via stronger evaluation security is attractive because it
improves screening without imposing broad compliance overhead. But it is
also brittle: if the evaluation target is eventually learned, or if information
about the benchmark leaks, mB effectively falls and the market re-enters the
Goodharted regime. This brittleness is precisely why we model certification
as an unforgeable process signal rather than as just “more evals.”

Manipulation power βB −αB and intrinsic benchmark gap αG−αB:
when benchmarks could separate. Even if manipulation is expensive,
whether y can support separation depends on the likelihood ratio Pr(y |
G)/Pr(y | B). Without manipulation, a higher intrinsic gap αG−αB makes
y more informative and expands the set of beliefs under which y = 1 raises the
posterior above the adoption threshold. With manipulation, what matters is
how much the misaligned type can compress this likelihood ratio. When βB
is close to (or exceeds) αG, benchmark success ceases to be strong evidence
of safety, even if safe systems would also tend to succeed.

For 2026, we should expect βB to rise over time for any fixed benchmark
suite: attackers (and merely profit-motivated teams) learn the target, auto-
mate search over prompts and finetuning, and exploit distributional short-
cuts. This comparative static supports a practical rule: outcome benchmarks
are most useful as moving targets and in contexts where the evaluator can
credibly commit to continual refresh and secrecy. Otherwise, one should
treat benchmark improvements as partially reflecting improved targeting,
not improved underlying safety.

Differential certification cost κB − κG: the core screening quantity.
In the certification regime, separation hinges on the differential burden of
the standard, not on its absolute cost. The condition in Proposition 2 can
be read as

κB − κG ≳ (private gain to type B from being adopted). (20)

Because the right-hand side is ultimately pinned down by adoption rents
(revenue minus internalized harm), increasing κB − κG is among the most
direct ways to make certification a credible screen.
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The key design implication is that “raising the bar” is not automatically
beneficial: increasing κG without increasing κB can reduce welfare by chok-
ing off beneficial adoption by type G. What we want are requirements that
are (i) hard to fake, and (ii) selectively hard for misaligned development
practices. In concrete terms, verifiable provenance, tamper-evident logging,
reproducibility, and secure audit hooks tend to be cheap for teams already
operating with disciplined ML engineering, but can be expensive for teams
relying on undisclosed finetunes, opaque data mixtures, or last-mile hacks
that are precisely where safety failures often hide. In the model, those fea-
tures are exactly what makes κB − κG large.

Absolute certification cost κG: the “overhead must be worth it”
constraint. Even when separation is achievable, welfare under certification
decreases with κG (cf. (16)). Thus κG is the main parameter that turns a
theoretically clean screening story into a practical engineering question: can
we build verification mechanisms whose incremental cost is small relative to
the net value of safe deployment v − HqG? For 2026, this is plausibly the
binding constraint in low-margin deployments (small v, or settings where the
safe developer’s monetizable R is limited). It is also where the “certification
as infrastructure” framing becomes relevant: shared tooling, standardized
logging formats, and reusable audit pipelines lower κG without necessarily
lowering κB, improving both feasibility and welfare.

Harm magnitude H: adoption becomes fragile, but the value of
screening rises. Increasing H tightens buyer adoption constraints because
the expected downside scales linearly. Under pooled beliefs, the adoption
condition (18) becomes harder to satisfy as H increases, making no-trade
more likely in benchmark-only environments. At the same time, the wel-
fare difference between “adopt only G” and “adopt under pooling” increases,
because the harm gap H(qB − qG) is larger. Thus high-harm domains are
exactly where the model predicts both (i) market failure without credible
verification, and (ii) the largest potential welfare gains from separation.

A subtlety is that higher H does not automatically induce demand for
certification in decentralized markets if buyers underweight harms (modeled
informally earlier as H̃ < H). In such cases, increasing the true H raises
the social stakes but not necessarily the private demand for verification,
strengthening the case for mandates or procurement rules in high-impact
settings.

Liability/internalization λ: makes unsafe mimicry less attractive
and can substitute for large κ-gaps. The parameter λ shifts the de-
veloper’s private return from adoption from R toward R − λHqt. Because
qB > qG, increasing λ reduces type B’s adoption rent more than type G’s.
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This has three related effects.
First, it makes benchmark manipulation less attractive to B by lowering

the payoff term in (19). Second, it relaxes the certification no-mimic con-
straint by shrinking the adoption benefit of pretending to be safe. Third, it
can enlarge the feasible fee interval in (15) by creating more “room” between
G’s participation constraint and B’s mimicry constraint.

In 2026 terms, λ is a powerful lever precisely because it is orthogonal
to the informational struggle: it does not require perfect measurement of
safety, only a credible mechanism for assigning responsibility when harm oc-
curs. The caveat is implementability: many AI harms are diffuse, delayed,
or hard to attribute, making de facto λ low even when de jure liability exists.
This is where governance design (incident reporting, audit trails, and causal
attribution infrastructure) feeds back into economics: better attribution in-
creases effective λ.

Prior prevalence π: determines whether pooled trade is sustainable
and how urgent screening is. The prior π shifts buyer beliefs before
observing any signal. When π is high, pooled adoption is more likely to
satisfy (18), and the benchmark-only regime may limp along even with a
weak signal y. When π is low, buyers are near-certain that an uncertified
developer is unsafe, and no-trade becomes the default unless a hard signal
exists.

Two points matter for interpreting π in real markets. First, π is not
a global constant; it is segment-specific. A curated enterprise procurement
channel can have a high effective π due to reputational screening, while
an open marketplace of model providers can have a low π. Second, π can
be influenced by policy that shapes entry: stronger enforcement against
egregiously unsafe providers, or credible sanctions for misrepresentation, can
raise the effective π faced by buyers even without changing technical safety.

Which levers are most powerful in 2026? A ranking by robustness.
If we ask “what changes the equilibrium most reliably,” the model suggests
a rough ordering.

(i) Raising effective λ (internalization) is structurally robust: it reduces
unsafe incentives across both benchmark and certification regimes and is not
itself a Goodhartable metric. Its main obstacle is legal and institutional, not
strategic optimization.

(ii) Increasing κB − κG through genuinely unforgeable, audit-friendly
standards is the most direct way to restore screening. This is a technical-
governance co-design problem: cryptographic logging, secure enclaves, repro-
ducible training, and third-party audits are all attempts to make “process
compliance” both verifiable and differentially costly for the unsafe.

(iii) Increasing mB by hardening evaluations and reducing leakage can
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help substantially, but is least robust because the target can be learned. We
should treat this lever as requiring continuous investment (refresh, secrecy,
adversarial adaptation), not as a one-time fix.

(iv) Changing π via market curation and enforcement can reduce lemons
pressure, but is socially brittle: it depends on sustained institutional credibil-
ity and may be undermined by rapid entry of new providers or by jurisdiction
shopping.

(v) Reducing H is usually not a lever (the domain determines stakes), but
it reminds us where to allocate scarce governance effort: high-H deployments
are where the welfare gains from credible screening are largest and where
laissez-faire pooling is least defensible.

Interactions and non-linearities: why we should expect sharp bound-
aries. Because adoption decisions are threshold-based, small parameter
shifts can flip equilibrium behavior discontinuously. For example, if H rises
slightly (or buyers become slightly more pessimistic about π), (18) can cross
from positive to negative, and a benchmark-only market can collapse from
“some trade” to “no trade.” Conversely, a modest increase in λ can make the
fee interval (15) suddenly nonempty, enabling separation with no subsidy.
Similarly, if a standard update increases κB without increasing κG much,
separation can appear abruptly.

These discontinuities are not artifacts; they are the economic signature of
gatekeeping under uncertainty. In 2026 planning, this suggests we should not
extrapolate linearly from pilot programs: passing from a “trustable niche” to
broad deployment can cross a boundary where incentives to game become
dominant.

Safety implications: what the comparative statics say about failure
modes. The comparative statics also clarify how certification can fail. If
κB − κG erodes over time (because unsafe developers learn how to comply
superficially, or because audits become routinized), then the market drifts
back toward pooling—but now with an additional fixed compliance burden.
Likewise, if raising mB is attempted purely by keeping benchmarks secret,
but secrecy is not credible, then the system can oscillate between temporary
screening and sudden collapse upon leakage.

Finally, if λ is low and hard to raise, then even a good certificate may be
under-demanded by buyers who do not bear the full harms. In that case, the
main comparative-static lesson is that information alone is insufficient: one
needs either mandates (linking adoption to z) or institutional buyers whose
procurement policies effectively create a high-R certified segment.

These observations motivate the next step. Our baseline model has one
developer, one certifier, and perfect unforgeability. Real ecosystems have
competing developers, competing standards, partial forgery risk, reputa-
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tional dynamics, disclosure rules, and verification costs that include strategic
IP leakage. We turn to these extensions next, because many 2026-specific
equilibria will be shaped less by the static screening logic and more by the
strategic interactions among multiple market participants over time.

5.7 Extensions: what changes once we move beyond the one-
shot, one-certifier toy market

The baseline game is deliberately austere: a single developer, a single certi-
fier, a binary outcome benchmark, and a binary unforgeable certificate. The
comparative statics already suggest sharp regime shifts, but many 2026-
relevant failure modes arise only once we add strategic interactions among
multiple market participants and time. Below we sketch six extensions that
preserve the core screening logic (Goodharted outcome signals versus harder-
to-game process signals) while making the governance implications more re-
alistic.

(1) Competing developers: certification as vertical differentiation,
and the “race to compliance” versus “race to the bottom.” With
multiple developers, buyers choose among offers rather than a binary adopt/not-
adopt decision. A tractable formulation is a continuum of developers indexed
by type t ∈ {G,B} with mass π safe and 1− π unsafe, each earning revenue
R net of product-market competition. In the simplest Bertrand-style compe-
tition for a representative buyer, competition compresses rents so that the
relevant adoption payoff becomes R(p) (decreasing in the price p that clears
demand), and equilibrium prices depend on the perceived safety of each offer.

Two opposing forces appear. On the one hand, lower rents reduce the
private gain from mimicry, making the separating condition easier to satisfy:
the incentive for B to pay κB + f to obtain z = 1 scales with (R − λHqB).
On the other hand, the same rent compression can make even G unwilling
to certify if κG is not correspondingly small, shrinking the set of feasible
fees that satisfy G’s participation constraint. Thus competition can either
help by lowering unsafe rents (less incentive to fake) or hurt by starving safe
developers of the surplus needed to fund verification.

In procurement-heavy markets, a more realistic structure is vertical dif-
ferentiation: some buyers (or use cases) have high H and demand z = 1,
while others have low H and accept pooled risk. Then we get market seg-
mentation: a “certified tier” with higher prices (higher R) and a “non-certified
tier” that may still pool. The safety implication is that certification may not
eliminate unsafe deployment; it reallocates it into the segment with lower
private willingness to pay for safety. This naturally motivates policy that
ties access to high-impact deployments to z = 1, rather than expecting a
universal market unraveling.
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(2) Multiple certifiers: standard competition, adverse selection
across standards, and why meta-credibility matters. Allow two cer-
tifiers c ∈ {1, 2} who post (fc, κ

c
G, κ

c
B). Developers choose which certificate

(if any) to purchase; buyers observe the certifier identity and update ac-
cordingly. If certifiers maximize fee revenue, the game resembles a two-sided
market: certifiers want adoption (to sell certificates), but adoption requires
credibility.

A generic risk is a race to the bottom: a certifier can lower stringency
(reducing κcB and κcG) and charge a lower fee, attracting more developers.
If buyers are imperfectly attentive or if certificate labels are confusing, low-
stringency certifiers can free-ride on the existence of higher-quality certifi-
cates, diluting trust in z as a category. Formally, if buyers cannot perfectly
condition on c, then the posterior µ(G | z = 1) becomes an average over
certifiers, and separation can fail even if one certifier offers a separating
standard.

Conversely, we can also obtain a “race to compliance”: if buyers do dis-
tinguish certifiers and high-H buyers coordinate on demanding the strictest
certificate, then developers compete for access to that segment by meet-
ing stringent requirements. In that case, the certifier’s objective matters:
welfare-maximizing or mission-driven certifiers can sustain higher κB − κG
and preserve screening, while purely commercial certifiers may drift toward
lower κ-gaps unless restrained by reputation or regulation.

The governance lesson is that the object of trust is not only the de-
veloper but also the certifier. This suggests a meta-layer: accreditation of
certifiers, standardized disclosure of audit methods, and liability for negli-
gent certification. In model terms, these instruments raise the cost of offering
a low-quality certificate that buyers still treat as informative (they increase
the certifier’s own “manipulation cost”).

(3) Partial forging or counterfeit risk: z becomes a noisy signal,
and we recover a new lemons boundary. Unforgeability is a strong
assumption. Suppose instead that an uncertified developer can counterfeit a
certificate with probability ϕ ∈ (0, 1) (or, more generally, can cause buyers
to believe z = 1 even when the standard was not met). Then the buyer-
observed z is a noisy indicator of true compliance. A reduced-form way to
write this is:

Pr(z = 1 | no true compliance) = ϕ, Pr(z = 1 | true compliance) = 1.

Even if G truly complies and B does not, buyers now face

µ(G | z = 1) =
π

π + (1− π)ϕ
,

under a pooling-on-counterfeit interpretation. Adoption after z = 1 requires

v −H
(
µ(G | z = 1)qG + (1− µ(G | z = 1))qB

)
≥ 0,
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which is strictly harder to satisfy as ϕ rises. Intuitively, counterfeit risk
pushes us back toward the benchmark-only world: z becomes a target to be
gamed rather than a hard process constraint.

This extension makes two practical points. First, “unforgeable” in prac-
tice means cryptographic and institutional properties: secure signing, revoca-
tion infrastructure, audit trails, and penalties for misrepresentation. Second,
partial forgery creates discontinuities: small increases in ϕ can collapse the
certified market if buyers are near the adoption threshold. That argues for
treating anti-counterfeit infrastructure as first-order safety work, not as ad-
ministrative overhead.

(4) Dynamic reputations and post-deployment incidents: learning,
under-reporting, and why incentives still Goodhart. Static screen-
ing is only half the story because deployed systems generate incidents, near-
misses, and performance drift. A natural extension is an infinite-horizon
repeated interaction where, each period, buyers observe a public incident
signal st correlated with true harm events and update beliefs about a devel-
oper’s latent safety type. If incidents were perfectly observed and attributed,
then over time the market would learn t even without certification: unsafe
providers would accumulate negative evidence and lose demand.

However, incident observability and attribution are precisely where strate-
gic incentives re-enter. Let s ∈ {0, 1} denote a publicly observed “clean
period” indicator, where s = 1 occurs with probability 1− qt absent manip-
ulation but can be increased via suppression or obfuscation at cost ct. Then
the reputation signal becomes another Goodhartable metric. In equilibrium,
the same logic as Proposition 1 can apply intertemporally: if unsafe devel-
opers can cheaply suppress bad news, reputational learning slows, and the
market can remain in a pooled, over-adopting regime.

Moreover, even without active suppression, selection effects distort learn-
ing. If high-H buyers self-select into certified providers, then uncertified de-
ployments occur in low-monitoring environments with weak reporting, low-
ering the effective rate at which incidents become public. This creates a
feedback loop: poor observability makes λ effectively small (little account-
ability), which increases unsafe adoption rents, which increases incentives to
expand into exactly those low-monitoring segments.

Process certification interacts cleanly with dynamics when it includes
post-deployment obligations: incident reporting, monitored eval refresh, and
audit hooks. In model terms, certification then changes the information
structure over time, not only the initial signal. This suggests a conceptual
shift: certification is not a one-shot badge; it is a mechanism to keep the
game in a high-observability regime where reputations can actually form.
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(5) Mandated disclosure and reporting: turning missing informa-
tion into a design parameter. A regulator can require disclosure of
evaluation protocols, training runs, or incidents as a condition for deploy-
ment. In the model, mandated disclosure can be represented as (i) adding an
additional public signal d that is costly to falsify, or (ii) increasing effective
λ by improving attribution and enabling ex post penalties.

The key point is that disclosure can substitute for or complement certi-
fication depending on what it makes verifiable. If disclosure simply reveals
more outcome benchmarks, it risks reintroducing Goodhart dynamics (de-
velopers learn exactly what will be checked). If disclosure instead forces
the creation of tamper-evident records (e.g. signed logs, provenance, change
control), it effectively lowers κG (because verification becomes cheaper once
the infrastructure is standardized) while raising κB (because hiding last-mile
hacks becomes harder). That is exactly the comparative-static direction we
want: increase κB − κG without bloating κG.

Mandates also change adoption equilibria in another way: they can re-
move the buyer coordination problem. In decentralized markets, even if
high-H buyers would like to condition on z, they may be unable to enforce
it (e.g. downstream integrators pick cheaper models). A mandate effectively
sets a = 1 ⇒ z = 1 in certain domains, eliminating the low-safety tier.
The welfare analysis then resembles Proposition 3 but with the adoption set
exogenously constrained; the main policy question becomes how to scope
mandates to high-H domains without imposing excessive κG in low-stakes
contexts.

(6) IP leakage and strategic exposure costs: verification can change
incentives by revealing capabilities. Finally, verification is not free in
an informational sense. Many proposed standards require releasing model
internals, training data summaries, red-team findings, or security details to
auditors. Let Lt ≥ 0 denote the expected cost of IP leakage or capability
externalities induced by complying with verification (e.g. revealing methods
that competitors can copy, or exposing dangerous model details that increase
misuse). Then the developer cost of certification becomes κt + Lt (plus fee
f).

This extension matters because Lt need not be symmetric. Safe develop-
ers may have more to lose if their safety techniques are easily copied without
the surrounding discipline, or if disclosure enables capability replication by
less responsible actors. Conversely, unsafe developers may face higher leak-
age costs if certification would expose corner-cutting. Either case changes the
screening condition: we now need (κB +LB)− (κG+LG) to be large enough
to deter mimicry while keeping κG + LG small enough for G to participate.

The governance implication is that “auditability” and “confidentiality” are
coupled design constraints. Mechanisms such as secure enclaves for auditing,

32



zero-knowledge attestations of process properties, or tiered disclosure (what
is revealed to the public versus to trusted auditors) can be interpreted as
attempts to reduce LG without reducing κB. This is also where we expect
genuine technical work to pay off: cryptographic and systems techniques can
shift the feasibility frontier of verifiable claims.

Where this leaves us. Across all six extensions, the same structural mes-
sage repeats: outcome evidence is valuable but gameable, and process verifi-
cation is powerful but must be engineered to remain differentially costly for
unsafe behavior and operationally cheap for safe teams. The extensions also
clarify why 2026 debates often feel confused: different stakeholders implicitly
operate in different segments (high-H procurement versus low-H consumer
use), with different observability, different competitive pressures, and differ-
ent disclosure costs.

To make these claims more concrete, we next sketch a simple calibration
mapping from incident rates, audit overhead, and plausible certification costs
to the parameters (qt, H, κt, λ), and indicate when closed-form comparisons
break and numerical methods become necessary.

5.8 Calibration sketch and a minimal numerical illustration

The baseline model is intentionally stylized, but its parameters can be mapped
to quantities that practitioners already estimate (sometimes implicitly): in-
cident rates, expected loss per incident, audit overhead, and the private
revenue at stake in adoption. The point of a calibration is not to “predict”
equilibrium behavior from first principles; rather, it is to (i) sanity-check that
the inequalities in Propositions 1–4 can plausibly hold in real deployment en-
vironments, (ii) identify which terms dominate the adoption and separation
constraints, and (iii) clarify when closed-form reasoning stops being reliable
and we should switch to numerical equilibrium computation.

Units and normalization. We have normalized to a representative buyer
with adoption value v and developer revenue R. In practice, one can inter-
pret this in at least three equivalent ways: (i) per-seat (e.g. per employee
using an assistant), (ii) per-deployment (e.g. per model integrated into a crit-
ical workflow), or (iii) per unit time (e.g. per month of service). The only
requirement is that v, R, and the expected harm term Hqt are expressed
in the same units. When using incident rates measured per year, it is often
convenient to treat the “period” as a year and interpret R as annual revenue
per buyer (or per deployment contract).

Mapping qt: from incident rates to harm probabilities. The pa-
rameter qt is the probability of a harmful event conditional on adoption. A
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pragmatic way to estimate qt is to decompose it as

qt ≈ Pr(hazardous situation arises)·Pr(system fails dangerously | hazard)·Pr(failure propagates to harm).

This decomposition matters because different governance interventions affect
different factors. For instance, red-teaming may reduce Pr(fail dangerously |
hazard), while monitoring and human-in-the-loop procedures may reduce
Pr(propagates to harm) even if the model fails.

In low-stakes consumer settings, “harm” might be defined narrowly (e.g.
financial loss above a threshold, or a safety incident requiring remediation),
yielding qt on the order of 10−4 to 10−2 per user-year. In high-impact do-
mains (bio, cyber, finance, critical infrastructure), the relevant harm events
are rarer but can be triggered by a small fraction of interactions; conditional-
on-adoption annualized probabilities in the 10−3 to 10−1 range are not im-
plausible if the system is used at scale and the environment is adversarial.
The model does not require that harm be common; it requires that the
product Hqt be economically material relative to v.

Mapping H: expected loss per harmful event. The harm magnitude
H is the (social) loss borne by the buyer/society upon a harmful event.
In many contexts, H is heavy-tailed: most incidents are cheap, a few are
catastrophic. A standard approximation is to set H to the expected loss
conditional on crossing a reportability threshold (e.g. an incident that trig-
gers legal reporting, regulatory action, or major remediation). Alternatively,
if we wish to explicitly model fat tails, we would replace Hqt with E[L | t],
where L is a loss random variable; the baseline is the special case where
L ∈ {0, H}.

Empirically, plausible values of H per deployment-year range from thou-
sands of dollars (e.g. support costs, small fraud losses) to millions (e.g. major
data breach, large-scale financial misallocation) and potentially much more
in safety-critical settings. The key adoption inequality for a buyer,

v −H E[qt | y, z] ≥ 0,

shows why the same model can be benign in one domain and unacceptable
in another: H is primarily a use-case parameter, not a model-intrinsic pa-
rameter.

Mapping v and R: who captures the surplus. The buyer’s gross
value v is the productivity or service value net of ordinary costs (excluding
harm). The developer’s revenue R is the portion of that value that can
be extracted via pricing. In many enterprise contexts R is a fraction of v,
while in procurement R can be close to v (particularly when the service
is bundled and switching costs are high). Separating v from R matters
because the screening constraint depends on R, whereas welfare and adoption
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depend on v. Concretely, certification can be socially desirable even when
it is privately unattractive for the developer to fund, which is exactly the
wedge that motivates fee design or subsidies in Proposition 4.

Mapping λ: internalization and effective accountability. The lia-
bility/internalization rate λ summarizes how much expected harm is priced
into the developer’s private payoff. In practice, λ aggregates product lia-
bility, contractual indemnities, expected regulatory penalties, reputational
losses, and the probability that harm can be attributed to the developer
rather than to integrators or end users. For many current deployments, λ
may be closer to 0 than to 1, not because harm is negligible, but because
attribution is hard and contracts disclaim liability. This is precisely why the
model predicts strong incentives for misaligned providers to seek adoption
while externalizing risk: the term R − λHqB can remain large even when
HqB is socially enormous.

Mapping κt: resource costs of verification. The certification resource
cost κt is best interpreted as the incremental engineering and operational
overhead needed to meet a standard: logging, secure evaluation infrastruc-
ture, reproducible training, compute attestation, audit support, and organi-
zational process constraints. If the standard includes technical artifacts (e.g.
traceable training runs, tamper-evident deployment logs), then κt includes
compute and systems costs, not just compliance labor.

A useful back-of-the-envelope conversion is to estimate audit effort in
engineer-hours plus compute overhead. For example, if certification requires
(i) building a verifiable evaluation harness and logging pipeline (one-time cost
amortized over many buyers), and (ii) recurring audits or refresh evals (per
period), then the per-buyer κt in our one-buyer normalization corresponds
to the amortized share of these costs allocated to the representative contract.
In markets with many buyers, the same fixed verification infrastructure can
reduce per-buyer κt substantially, which suggests that certification may be
easier for large providers—unless the standard is designed to scale stringency
with deployment footprint.

The crucial quantity for separation is the differential κB − κG. In align-
ment language, this is the extent to which unsafe development practices are
harder to “wrap” in verifiable evidence than safe practices. Standards that
primarily check outcome performance tend to shrink κB − κG (because the
unsafe type can invest directly in the measured outcomes), whereas stan-
dards that check process constraints (e.g. provenance, change control, access
controls, compute attestation) can increase κB−κG by making certain short-
cuts difficult to hide.
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Mapping mt, αt, and βt: benchmark gaming. The manipulation cost
mt and benchmark parameters αt, βt encode Goodhart pressure in reduced
form. A practical way to interpret x = 1 is “allocate additional resources
to optimize for the benchmark signal y, including by exploiting evaluation
blind spots.” Then mt is the marginal cost of that allocation (engineering
time, compute, or opportunity cost of not improving real robustness). The
condition in Proposition 1 is easiest to satisfy when: (i) benchmarks are
public and stable, (ii) there is a large surface for adversarial adaptation, and
(iii) performance on y is only weakly coupled to real safety.

In real systems, we often see something like βB ≥ βG: an unsafe team
that is willing to cut corners can sometimes achieve higher benchmark scores
by focusing narrowly on the metric, even if true deployment safety is worse.
The model treats that as a primitive; empirically, it is a warning sign that
the benchmark is more like a contest than an audit.

A minimal numerical illustration (baseline, one-shot). To make
the inequalities concrete, consider a representative high-impact deployment
where the buyer’s gross value is normalized to v = 1 (one unit of value
per period). Let harm magnitude be H = 20. Suppose the safe type has
qG = 0.02 while the unsafe type has qB = 0.15. Then

v −HqG = 1− 20 · 0.02 = 0.6 ≥ 0, v −HqB = 1− 20 · 0.15 = −2 < 0,

so buyers would adopt G but not B if types were known.
Let the prior be π = 0.4. Then under pooling (no credible screening),

expected harm probability is E[qt] = 0.4 · 0.02+0.6 · 0.15 = 0.098, and buyer
expected net surplus is

v −HE[qt] = 1− 20 · 0.098 = −0.96 < 0,

so there is a lemons region: absent informative signals, buyers do not adopt.
Now consider certification. Suppose developer revenue is R = 1.2 and

liability is λ = 0.1, so private adoption payoffs are

R−λHqG = 1.2−0.1·20·0.02 = 1.16, R−λHqB = 1.2−0.1·20·0.15 = 0.9.

The incremental private benefit to the unsafe type from being adopted is
still large because λ is small.

Let κG = 0.4 and κB = 1.6. Then the safe type can afford to certify,
while the unsafe type faces a much larger real cost. Indeed, the no-mimic
condition in Proposition 2 can be checked directly via incentive constraints.
If buyers adopt iff z = 1, then:

UD(G | z = 1) = (R− λHqG)− (κG + f), UD(G | z = 0) = 0,
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and similarly for B. Separation requires an f such that

κG + f ≤ R− λHqG = 1.16, κB + f ≥ R− λHqB = 0.9.

With κG = 0.4 and κB = 1.6, this becomes

f ≤ 0.76, f ≥ −0.7,

so there is a wide feasible interval of fees that implements separation. Welfare
under separation is

W cert = π(v −HqG)− πκG = 0.4 · 0.6− 0.4 · 0.4 = 0.08 > 0,

whereas benchmark-only pooling yields no adoption (welfare 0) in this pa-
rameterization. The numerical point is simple: once H is large enough that
pooled adoption becomes unattractive, even moderate verification costs can
be welfare-improving if they restore trade with the safe type.

When closed-form comparisons break. The baseline admits clean in-
equalities because strategies are binary and the information structure is sim-
ple. As soon as we relax any of the following, analytic characterization tends
to become case-heavy and numerical methods become the default:

• Multi-level actions and continuous signals. If y is continuous (e.g. a
benchmark score) and manipulation x is a continuous investment, then
equilibrium involves optimizing over distributions rather than two-
point supports. We can still write likelihood ratios and monotone
posteriors, but the separating/pooling taxonomy becomes less sharp.

• Heterogeneous buyers. With a distribution of (v,H) across buyers,
adoption becomes a threshold set a(y, z; v,H). Certification can then
segment the market endogenously, and welfare depends on integrals
over the buyer distribution. Closed-form expressions typically require
strong functional-form assumptions (e.g. logit demand, linear costs).

• Multiple developers / competition. Once R becomes endogenous to
market structure and strategic pricing, the incentive constraints involve
equilibrium revenues rather than primitives. Even in simple Bertrand
models, one quickly ends up solving fixed points between beliefs, prices,
and certification choices.

• Dynamics and learning. If the posterior evolves with observed inci-
dents, then the developer’s problem becomes intertemporal, with in-
centives to sacrifice short-run revenue to preserve a reputation. One
can sometimes derive sufficient conditions for “eventual unraveling” or
“reputation traps,” but quantitative claims generally require numerical
dynamic programming.

37



• Endogenous safety effort. If we allow a choice that affects qt (e.g. in-
vestment in robustness), then certification can shift not only sorting
but also real safety. That is desirable, but it turns the separation con-
straint into a joint mechanism-design problem: the standard changes
the developer’s optimal q and the associated costs, and we typically
must compute equilibria numerically.

A practical numerical workflow. In applied work, we suggest a two-
layer approach. First, use back-of-the-envelope calibration to locate the
regime (pooled adoption, no adoption, or potentially separable via certifi-
cation) by checking the buyer inequality v − HE[qt] and the feasibility of
a separating fee interval from Proposition 4. Second, once we add realism
(heterogeneity, dynamics, competition), compute equilibria numerically by
iterating best responses and belief updates: (i) guess strategies for (zt, xt),
(ii) compute induced distributions over observables, (iii) update µ(t | y, z)
via Bayes’ rule on-path (with a chosen refinement off-path), (iv) compute
buyer adoption regions, and (v) update developer strategies by solving their
discrete/continuous optimization problems given adoption behavior. This
fixed-point computation is straightforward for small state spaces and be-
comes computationally intensive as we add time and richer signals—which
is itself a useful diagnostic. If equilibrium computation is brittle under small
perturbations, that often reflects real governance fragility: small changes in
observability or counterfeit risk can flip the market between adoption and
collapse.

What calibration is for. Ultimately, the calibration exercise is a way
to connect governance proposals (audit obligations, logging requirements,
proof-carrying claims) to the two quantities that determine whether certifi-
cation can work in the model: (i) whether the domain is in a lemons region
without credible verification (large H relative to v and sufficiently pessimistic
priors), and (ii) whether the proposed standard plausibly increases κB − κG
without making κG prohibitively large. Where those two conditions fail, we
should not be surprised if outcome evals are economically insufficient: the
market either over-adopts under pooled risk (if π is high or H is low) or col-
lapses to no adoption (if H is high and signals are not credible). Where they
hold, the model predicts that verifiable process claims can be the difference
between trade and no trade, and between contained and externalized harm.
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6 Conclusion: verifiable claims, proof-of-learning,
and why outcome evals can be economically in-
sufficient

We can summarize the core lesson of the model as follows: when safety is
a credence attribute and the developer can strategically influence the ob-
servables that buyers rely on, purely outcome-based evidence is not just
noisy—it is endogenously degraded by incentives. In the benchmark-only
regime, buyers would like to condition adoption on a signal y that correlates
with being genuinely safe (t = G). But if the misaligned type (t = B) can
cheaply increase Pr(y = 1) (high βB and low mB), then the equilibrium
logic of Proposition 1 applies: success on the benchmark becomes an easier-
to-produce artifact than underlying safety, and the market either pools on
y with weak beliefs (accepting pooled risk) or collapses to no adoption (a
lemons outcome) once buyers rationally treat y as uninformative.

This is an economic formalization of an intuition we often state infor-
mally in alignment work: evaluation results become targets. The important
refinement is that this is not merely a story about overfitting in the statisti-
cal sense. It is a strategic story about who benefits from the buyer believing
the system is safe, and what the developer can do to cause the buyer to hold
that belief. When the reward for being perceived as safe is large (high R,
low λ), and the marginal cost of pushing y upward is small (low mB), it
is privately optimal for unsafe providers to invest in passing the test rather
than in reducing real harm qB. Thus, outcome evals can fail even when they
are methodologically sound as measurements of the test distribution: the
equilibrium failure is that the test distribution itself becomes the object of
optimization.

The constructive counterpoint is Proposition 2: unforgeable certification
can restore screening, provided it is differentially costly. In the model, a pro-
cess certificate z works not because it is morally persuasive, but because it
changes the feasible set of deceptive strategies. If the certificate is truly un-
forgeable (buyers can verify z without trusting the developer) and if meeting
the standard is substantially harder for the misaligned type (large κB −κG),
then the unsafe provider does not mimic, buyers adopt only when z = 1,
and equilibrium trade is restored with lower expected harm. The role of the
cost differential is central: certification is not primarily about adding costs
in general; it is about adding asymmetric costs to the misaligned strategy of
“looking safe while being unsafe.”

This perspective clarifies what kinds of governance and technical propos-
als are most promising. A useful slogan is: standards should be designed to
maximize κB − κG while keeping κG tolerable. That is, they should impose
requirements that (i) safe developers can satisfy through ordinary disciplined
engineering, but (ii) developers relying on shortcuts, hidden objectives, weak
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internal controls, or unverifiable training changes find difficult to satisfy with-
out fundamentally changing their process. Many proposals in the “verifiable
claims” ecosystem can be interpreted precisely as attempts to manufacture
such a differential.

Proof-of-learning and training provenance as differential-cost certi-
fication. Proof-of-learning (and adjacent ideas such as reproducible train-
ing attestations, dataset provenance commitments, and cryptographic com-
mitments to training traces) aims to let an external party verify nontrivial
facts about how a model was trained. Interpreted in our framework, the
promise is not that such proofs directly guarantee low qt, but that they make
certain classes of misrepresentation expensive. For instance, if a standard re-
quires that the deployed model corresponds to a particular audited training
run (with specific data sources, compute budget, and safety interventions),
then a developer who wants to pass outcome benchmarks by swapping in a
different, less controlled model faces a large compliance cost. In the model,
this is an increase in κB relative to κG: safe teams that already maintain
strong training hygiene incur moderate overhead, while teams attempting
to decouple the audited artifact from the deployed artifact incur substantial
extra work (or cannot comply).

We should also be explicit about the limitations. Proof-of-learning does
not automatically certify “alignment”; it certifies a linkage between claims
and artifacts. Its value comes from enabling accountable commitments: if a
harm event occurs, investigators can tie it to a verified process and update
beliefs and penalties accordingly, effectively raising λ ex post. In that sense,
verifiable training claims can amplify both the screening channel (larger κB−
κG) and the incentive channel (higher effective λ).

Chip logs, compute attestation, and deployment monitoring. Hardware-
based logging and attestation (e.g. chip logs, secure enclaves, remote attes-
tation of binaries and weights, tamper-evident runtime telemetry) similarly
fit as mechanisms that make the certificate unforgeable and raise the cost of
certain deviations. A recurring problem in practice is the gap between what
was evaluated and what is deployed: weights change, system prompts change,
tool access changes, post-training changes accumulate, and the operational
environment differs from the evaluation harness. Outcome evals can par-
tially address this by re-testing continuously, but in adversarial settings the
developer may still be able to present a “clean” interface to evaluators while
deploying a different system to customers. Deployment attestations aim to
narrow this gap by making it costly to serve different binaries or weights
to different observers, or at least to leave cryptographically verifiable traces
when doing so.

In our terms, chip logs and attestation technologies help implement the
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assumption that z is unforgeable: if buyers and auditors can independently
verify that the running system matches the certified artifact, then the certifi-
cate is harder to counterfeit. Importantly, they also change the economics of
manipulation x. If manipulation involves special-casing evaluation queries,
hiding model capabilities, or routing to a safer model only during audits,
then strong logging and attestation increase mB by increasing the likelihood
of detection and the engineering difficulty of selective presentation. This is
a concrete route by which “process” standards can indirectly rescue the in-
formativeness of outcome evals: they do not replace y, but they prevent the
cheapest forms of gaming.

Why outcome evals alone can be insufficient, even if they improve.
A natural objection is that we can simply make evals harder to game: keep
them secret, adapt them, diversify them, and so on. We agree this helps,
and in our notation it corresponds to raising mB and lowering βB − αB.
The strategic point, however, is that an evaluator is in an arms race with
a provider who can devote resources to gaming precisely because adoption
rents R are large. In many economically important deployments, even a
small probability of passing an eval can justify substantial investment in
manipulation. Thus, absent some unforgeable commitment mechanism, the
evaluator is attempting to infer a latent property t from a signal that is
partially controlled by the party being inferred. That is exactly the setting
in which pooling and distrust are generic equilibrium outcomes.

Moreover, outcome evals can be locally valid but globally insufficient.
They may establish that the system behaves well on a test suite, under
a particular threat model, during a particular time window, while leaving
open that (i) incentives change post-deployment, (ii) the system is updated,
(iii) new tools are integrated, or (iv) new adversarial pressure arises. In
those cases, what buyers want is not merely a score but a credible promise
that the developer has installed a process that will continue to control qt
as conditions evolve. Our model compresses all of that into the distinction
between a manipulable outcome signal y and a hard-to-fake certificate z.

Design implications for standards and institutions. The analysis
suggests several concrete principles for designing certification regimes:

• Target verifiability, not persuasion. The certificate should be anchored
in artifacts that third parties can verify independently (e.g. logs, attes-
tations, reproducible training records), rather than narrative descrip-
tions of internal intent.

• Engineer asymmetry. A standard that merely adds generic paperwork
raises κG and κB together and may reduce welfare; what we need are
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requirements that disproportionately burden deceptive or undisciplined
development (increasing κB − κG).

• Use fees/subsidies to preserve separation. Proposition 4 highlights that
even when separation is socially valuable, it can be privately unattrac-
tive for the safe type if κG is large or if revenue is constrained. Fee
design (including subsidies when warranted) is not a side issue; it is
part of making the equilibrium implementable.

• Complementarity with liability. Increasing λ reduces the private pay-
off to unsafe adoption and can substitute for extremely high κB − κG.
In practice, credible certification and credible liability can be com-
plements: certification makes attribution easier, which makes liability
more real.

These points also connect to procurement. Large buyers (governments,
critical infrastructure operators, major platforms) can effectively change the
game by requiring z = 1 for adoption. In our language, they move the
market from the benchmark-only regime into the certification regime. That
matters because voluntary certification can unravel if some buyers free-ride
on others’ diligence or if there is a long tail of buyers with low H (or low
perceived H) who adopt without scrutiny, thereby sustaining revenue R for
unsafe providers.

Limitations and open problems. Our model is deliberately minimal,
and several gaps remain important. First, we modeled certification as per-
fectly unforgeable. In reality, certificates can be counterfeited via compro-
mised auditors, supply-chain attacks, or ambiguous standards. Introducing
counterfeit risk would endogenize trust in z and create a second-order Good-
hart problem: certifiers themselves become strategic actors. Second, we
treated type t as binary and fixed. In practice, “safety” is multi-dimensional
and can change with post-training modifications and organizational drift; a
richer model would treat q as endogenous and allow certification to shape
real investment. Third, we abstracted away from competition and dynamic
reputation. Competition can both improve and worsen outcomes: it can
reduce rents R (reducing the incentive to game), but it can also increase
pressure to cut corners (reducing κB − κG if unsafe shortcuts become in-
dustry norms). Fourth, our welfare accounting treated harm as a single
expected-loss term Hqt; catastrophic tail risks and correlated failures may
require different mechanism design than expected-value screening.

Finally, there is an important technical governance question hiding in-
side κt: what is the feasible frontier of cheap verification for safe developers?
Proof-of-learning, chip logs, and secure attestation are promising, but they
impose real engineering overhead, raise privacy and IP concerns, and re-
quire new infrastructure. Advancing this frontier is not only a cryptography
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or systems problem; it is a mechanism-design problem. Verification that is
too expensive reduces adoption even by safe actors; verification that is too
easy is mimicked. The main practical research agenda, therefore, is to de-
velop verification primitives that are (i) hard to fake, (ii) hard to selectively
present, (iii) compatible with iterative model development, and (iv) suffi-
ciently standardized that buyers can condition adoption on them without
bespoke negotiation.

The broader implication is optimistic but conditional. Outcome evalu-
ations remain essential as measurements of behavior, and process certifica-
tion is not a substitute for empirical scrutiny. But in strategic deployment
environments, evals alone may be economically insufficient to sustain a mar-
ket that both adopts beneficial systems and rejects harmful ones. Verifiable
claims—training provenance, compute and deployment attestations, tamper-
evident logging, and auditable organizational controls—are best understood
as tools for reshaping the equilibrium: they change what kinds of “looking
safe” strategies are feasible, and thereby restore the informational content
that buyers need to make adoption decisions consistent with safety.
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